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and that the DIS case is closed. The agency
to which referral was made and PIC will be
furnished with the results of all investiga-
tions conducted under DIS auspices. DIS,
however, has an interest in the referral agen-
cy’s actions and no information should be so-
licited from that agency.

APPENDIX J TO PART 154—ADP POSITION

CATEGORIES AND CRITERIA FOR DES-
IGNATING POSITIONS

OMB Circular A–71 (and Transmittal Memo
#1), July 1978 OMB Circular A–130, December
12, 1985, and FPM Letter 732, November 14,
1978 contain the criteria for designating posi-
tions under the existing categories used in
the personnel security program for Federal
civilian employees as well as the criteria for
designating ADP and ADP related positions.
This policy is outlined below:

ADP Position Categories

1. Critical-Sensitive Positions

ADP–I positions. Those positions in which
the incumbent is responsible for the plan-
ning, direction, and implementation of a
computer security program; major respon-
sibility for the direction, planning and de-
sign of a computer system, including the
hardware and software; or, can access a sys-
tem during the operation or maintenance in
such a way, and with a relatively high risk
for causing grave damage, or realize a sig-
nificant personal gain.

2. Noncritical-Sensitive Positions

ADP–II positions. Those positions in which
the incumbent is responsible for the direc-
tion, planning, design, operation, or mainte-
nance of a computer system, and whose work
is technically reviewed by a higher authority
of the ADP–I category to insure the integ-
rity of the system.

3. Nonsensitive Positions

ADP–III positions. All other positions in-
volved in computer activities.

In establishing the categories of positions,
other factors may enter into the determina-
tion, permitting placement in higher or
lower categories based on the agency’s judge-
ment as to the unique characteristics of the
system or the safeguards protecting the sys-
tem.

Criteria for Designating Positions

Three categories have been established for
designating computer and computer-related
positions—ADP–I, ADP–II, and ADP–III. Spe-
cific criteria for assigning positions to one of
these categories is as follows:

Category Criteria

ADP–I .......... Responsibility or the development and admin-
istration of agency computer security pro-
grams, and also including direction and
control of risk analysis and/or threat as-
sessment.

Significant involvement in life-critical or mis-
sion-critical systems.

Significant involvement in life-critical or mis-
sion-critical systems.

Responsibility for the preparation or approval
of data for input into a system which does
not necessarily involve personal access to
the system, but with relatively high risk for
effecting grave damage or realizing signifi-
cant personal gain.

Relatively high risk assignments associated
with or directly involving the accounting,
disbursement, or authorization for disburse-
ment from systems of (1) dollar amounts of
$10 million per year or greater, or (2) lesser
amounts if the activities of the individual
are not subject to technical review by high-
er authority in the ADP–I category to en-
sure the integrity of the system.

Positions involving major responsibility for the
direction planning, design, testing, mainte-
nance, operation, monitoring, and/or man-
agement of systems hardware and soft-
ware.

Other positions as designated by the agency
head that involve relatively high risk for
effecting grave damage or realizing signifi-
cant personal gain.

ADP–II ......... Responsibility for systems design, operation,
testing, maintenance, and/or monitoring
that is carried out under technical review of
higher authority in the ADP–I category, in-
cludes, but is not limited to:

(1) access to and/or processing of proprietary
data, information requiring protection under
the Privacy Act of 1974, and Government-
developed privileged information involving
the award of contracts;

(2) accounting, disbursement, or authorization
for disbursement from systems of dollar
amounts less than $10 million per year.
Other positions are designated by the
agency head that involve a degree of ac-
cess to a system that creates a significant
potential for damage or personal gain less
than that in ADP–I positions.

ADP–III ........ All other positions involved in Federal com-
puter activities.

PART 155—DEFENSE INDUSTRIAL
PERSONNEL SECURITY CLEAR-
ANCE PROGRAM
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SOURCE: 57 FR 5383, Feb. 14, 1992, unless
otherwise noted.

§ 155.1 Purpose.
This part updates policy, responsibil-

ities, and procedures of the Defense In-
dustrial Personnel Security Clearance
Review Program implementing E.O.
10865, as amended.

[57 FR 5383, Feb. 14, 1992, as amended at 59
FR 48565, Sept. 22, 1994]

§ 155.2 Applicability and scope.
This part:
(a) Applies to the Office of the Sec-

retary of Defense, the Military Depart-
ments, the Chairman of the Joint
Chiefs of Staff and the Joint Staff, the
Inspector General of the Department of
Defense (IG, DoD), and the Defense
Agencies (hereafter referred to collec-
tively as ‘‘the DoD Components’’).

(b) By mutual agreement, also ex-
tends to other Federal Agencies that
include:
(1) Department of Agriculture.
(2) Department of Commerce.
(3) Department of Interior.
(4) Department of Justice.
(5) Department of Labor.
(6) Department of State.
(7) Department of Transportation.
(8) Department of Treasury.
(9) Environmental Protection Agency.
(10) Federal Emergency Management Agen-

cy.
(11) Federal Reserve System.
(12) General Accounting Office.
(13) General Services Administration.
(14) National Aeronautics and Space Admin-

istration.
(15) National Science Foundation.
(16) Small Business Administration.
(17) United States Arms Control and Disar-

mament Agency.
(18) United States Information Agency.
(19) United States International Trade Com-

mission.
(20) United States Trade Representative.

(c) Applies to cases that the Defense
Industrial Security Clearance Office
(DISCO) forwards to the ‘‘Defense Of-
fice of Hearings and Appeals (DOHA)’’
for action under this part to determine
whether it is clearly consistent with
the national interest to grant or con-
tinue a security clearance for the ap-
plicant.

(d) Provides a program that may be
extended to other security cases at the
direction of the Assistant Secretary of
Defense for Command, Control, Com-
munications, and Intelligence
(ASD(C3I)).

(e) Does not apply to cases in which:
(1) A security clearance is withdrawn

because the applicant no longer has a
need for access to classified informa-
tion;

(2) An interim security clearance is
withdrawn by the DISCO during an in-
vestigation; or

(3) A security clearance is withdrawn
for administrative reasons that are
without prejudice as to a later deter-
mination of whether the grant or con-
tinuance of the applicant’s security
clearance would be clearly consistent
with the national interest.

(f) Does not apply to cases for access
to sensitive compartmented informa-
tion or a special access program.

[57 FR 5383, Feb. 14, 1992, as amended at 59
FR 35464, July 12, 1994]

§ 155.3 Definitions.
(a) Applicant. Any U.S. citizen who

holds or requires a security clearance
or any immigrant alien who holds or
requires a limited access authorization
for access to classified information
needed in connection with his or her
employment in the private sector; any
U.S. citizen who is a direct-hire em-
ployee or selectee for a position with
the North Atlantic Treaty Organiza-
tion (NATO) and who holds or requires
NATO certificates of security clear-
ance or security assurances for access
to U.S. or foreign classified informa-
tion; or any U.S. citizen nominated by
the Red Cross or United Service Orga-
nizations for assignment with the Mili-
tary Services overseas. The term ‘‘ap-
plicant’’ does not apply to those U.S.
citizens who are seconded to NATO by
U.S. Departments and Agencies or to
U.S. citizens recruited through such
Agencies in response to a request from
NATO.

(b) Clearance Decision. A decision
made in accordance with this part con-
cerning whether it is clearly consistent
with the national interest to grant an
applicant a security clearance for ac-
cess to Confidential, Secret, or Top Se-
cret information. A favorable clearance
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decision establishes eligibility of the
applicant to be granted a security
clearance for access at the level gov-
erned by the documented need for such
access, and the type of investigation
specified for that level in 32 CFR part
154. An unfavorable clearance decision
denies any application for a security
clearance and revokes any existing se-
curity clearance, thereby preventing
access to classified information at any
level and the retention of any existing
security clearance.

§ 155.4 Policy.
It is DoD policy that:
(a) All proceedings provided for by

this part shall be conducted in a fair
and impartial manner.

(b) A clearance decision reflects the
basis for an ultimate finding as to
whether it is clearly consistent with
the national interest to grant or con-
tinue a security clearance for the ap-
plicant.

(c) Except as otherwise provided for
by E.O. 10865, as amended, or this part,
a final unfavorable clearance decision
shall not be made without first provid-
ing the applicant with:

(1) Notice of specific reasons for the
proposed action.

(2) An opportunity to respond to the
reasons.

(3) Notice of the right to a hearing
and the opportunity to cross-examine
persons providing information adverse
to the applicant.

(4) Opportunity to present evidence
on his or her own behalf, or to be rep-
resented by counsel or personal rep-
resentative.

(5) Written notice of final clearance
decisions.

(6) Notice of appeal procedures.
(d) Actions pursuant to this part

shall cease upon termination of the ap-
plicant’s need for access to classified
information except in those cases in
which:

(1) A hearing has commenced;
(2) A clearance decision has been is-

sued; or
(3) The applicant’s security clearance

was suspended and the applicant pro-
vided a written request that the case
continue.

[57 FR 5383, Feb. 14, 1992, as amended at 59
FR 48565, Sept. 22, 1994]

§ 155.5 Responsibilities.
(a) The Assistant Secretary of De-

fense of Command, Control, Commu-
nications and Intelligence shall:

(1) Establish investigative policy and
adjudicative standards and oversee
their application.

(2) Coordinate with the General
Counsel of the Department of Defense
(GC, DoD) on policy affecting clearance
decisions.

(3) Issue clarifying guidance and in-
structions as needed.

(b) The General Counsel of the De-
partment of Defense shall:

(1) Establish guidance and provide
oversight as to legal sufficiency of pro-
cedures and standards established by
this part.

(2) Establish the organization and
composition of the DOHA.

(3) Designate a civilian attorney to
be the Director, DOHA.

(4) Issue clarifying guidance and in-
structions as needed.

(5) Administer the program estab-
lished by this part.

(6) Issue invitational travel orders in
appropriate cases to persons to appear
and testify who have provided oral or
written statements adverse to the ap-
plicant relating to a controverted
issue.

(7) Designate attorneys to be Depart-
ment Counsels assigned to the DOHA
to represent the Government’s interest
in cases and related matters within the
applicability and scope of this part.

(8) Designate attorneys to be Admin-
istrative Judges assigned to the DOHA.

(9) Designate attorneys to be Admin-
istrative Judge members of the DOHA
Appeal Board.

(10) Provide for supervision of attor-
neys and other personnel assigned or
attached to the DOHA.

(11) Develop and implement policy es-
tablished or coordinated with the GC,
DoD, in accordance with this part.

(12) Establish and maintain quali-
tative and quantitative standards for
all work by DOHA employees arising
within the applicability and scope of
this part.

(13) Ensure that the Administrative
Judges and Appeal Board members
have the requisite independence to
render fair and impartial decisions con-
sistent with DoD policy.
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(14) Provide training, clarify policy,
or initiate personnel actions, as appro-
priate, to ensure that all DOHA deci-
sions are made in accordance with pol-
icy, procedures, and standards estab-
lished by this part.

(15) Provide for maintenance and con-
trol of all DOHA records.

(16) Take actions as provided for in
§ 155.6(b), and the additional procedural
guidance in appendix A to this part.

(17) Establish and maintain proce-
dures for timely assignment and com-
pletion of cases.

(18) Issue guidance and instructions,
as needed, to fulfill the foregoing re-
sponsibilities.

(19) Designate the Director, DOHA, to
implement paragraphs (b)(5) through
(b)(18) of this section, under general
guidance of the GC, DoD.

(c) The Heads of the DoD Components
shall provide (from resources available
to the designated DoD Component) fi-
nancing, personnel, personnel spaces,
office facilities, and related adminis-
trative support required by the DOHA.

(d) The ASD(C3I) shall ensure that
cases within the scope and applicabil-
ity of this part are referred promptly
to the DOHA, as required, and that
clearance decisions by the DOHA are
acted upon without delay.

[57 FR 5383, Feb. 14, 1992, as amended at 59
FR 35464, July 12, 1994]

§ 155.6 Procedures.
(a) Applicants shall be investigated

in accordance with the standards in 32
CFR part 154.

(b) An applicant is required to give,
and to authorize others to give, full,
frank, and truthful answers to relevant
and material questions needed by the
DOHA to reach a clearance decision
and to otherwise comply with the pro-
cedures authorized by this part. The
applicant may elect on constitutional
or other grounds not to comply; but re-
fusal or failure to furnish or authorize
the providing of relevant and material
information or otherwise cooperate at
any stage in the investigation or adju-
dicative process may prevent the
DOHA from making a clearance deci-
sion. If an applicant fails or refuses to:

(1) Provide relevant and material in-
formation or to authorize others to
provide such information; or

(2) Proceed in a timely or orderly
fashion in accordance with this part; or

(3) Follow directions of an Adminis-
trative Judge or the Appeal Board;
then the Director, DOHA, or designee,
may revoke any security clearance
held by the applicant and discontinue
case processing. Requests for resump-
tion of case processing and reinstate-
ment of a security clearance may be
approved by the Director, DOHA, only
upon a showing of good cause. If the re-
quest is denied, in whole or in part, the
decision is final and bars reapplication
for a security clearance for 1 year from
the date of the revocation.

(c) Each clearance decision must be a
fair and impartial common sense deter-
mination based upon consideration of
all the relevant and material informa-
tion and the pertinent criteria in 32
CFR 154.7 and adjudication policy in
appendix H to 32 CFR part 154, includ-
ing as appropriate:

(1) Nature and seriousness of the con-
duct and surrounding circumstances.

(2) Frequency and recency of the con-
duct.

(3) Age of the applicant.
(4) Motivation of the applicant, and

the extent to which the conduct was
negligent, willful, voluntary, or under-
taken with knowledge of the con-
sequences involved.

(5) Absence or presence of rehabilita-
tion.

(6) Probability that the cir-
cumstances or conduct will continue or
recur in the future.

(d) Whenever there is a reasonable
basis for concluding that an applicant’s
continued access to classified informa-
tion poses an imminent threat to the
national interest, any security clear-
ance held by the applicant may be sus-
pended by the ASD(C3I), with the con-
currence of the GC, DoD, pending a
final clearance decision. This suspen-
sion may be rescinded by the same au-
thorities upon presentation of addi-
tional information that conclusively
demonstrates that an imminent threat
to the national interest no longer ex-
ists. Procedures in appendix A to this
part shall be expedited whenever an ap-
plicant’s security clearance has been
suspended pursuant to this section.

(e) Nothing contained in this part
shall limit or affect the responsibility
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and powers of the Secretary of Defense
or the head of another Department or
Agency to deny or revoke a security
clearance when the security of the na-
tion so requires. Such authority may
not be delegated and may be exercised
only when the Secretary of Defense or
the head of another Department or
Agency determines that the hearing
procedures and other provisions of this
part cannot be invoked consistent with
the national security. Such a deter-
mination shall be conclusive.

(f) Additional procedural guidance is
in appendix A to this part.

[57 FR 5383, Feb. 14, 1992, as amended at 59
FR 35464, July 12, 1994]

APPENDIX A TO PART 155—ADDITIONAL
PROCEDURAL GUIDANCE

1. When the DISCO cannot affirma-
tively find that it is clearly consistent
with the national interest to grant or
continue a security clearance for an
applicant, the case will be promptly re-
ferred to the DOHA.

2. Upon referral, the DOHA shall
make a prompt determination whether
to grant or continue a security clear-
ance, issue a statement of reasons
(SOR) as to why it is not clearly con-
sistent with the national interest to do
so, or take interim actions, including
but not limited to:

a. Direct further investigation.
b. Propound written interrogatories

to the applicant or other persons with
relevant information.

c. Requiring the applicant to undergo
a medical evaluation by a DoD Psy-
chiatric Consultant.

d. Interviewing the applicant.
3. An unfavorable clearance decision

shall not be made unless the applicant
has been provided with a written SOR
that shall be as detailed and com-
prehensive as the national security
permits. A letter of instruction with
the SOR shall explain that the appli-
cant or Department Counsel may re-
quest a hearing. It shall also explain
the adverse consequences for failure to
respond to the SOR within the pre-
scribed time frame.

4. The applicant must submit a de-
tailed written answer to the SOR under
oath or affirmation that shall admit or
deny each listed allegation. A general
denial or other similar answer is insuf-

ficient. To be entitled to a hearing, the
applicant must specifically request a
hearing in his or her answer. The an-
swer must be received by the DOHA
within 20 days from receipt of the SOR.
Requests for an extension of time to
file an answer may be submitted to the
Director, DOHA, or designee, who in
turn may grant the extension only
upon a showing of good cause.

5. If the applicant does not file a
timely and responsive answer to the
SOR, the Director, DOHA, or designee,
may discontinue processing the case,
deny issuance of the requested security
clearance, and direct the DISCO to re-
voke any security clearance held by
the applicant.

6. Should review of the applicant’s
answer to the SOR indicate that alle-
gations are unfounded, or evidence is
insufficient for further processing, De-
partment Counsel shall take such ac-
tion as appropriate under the cir-
cumstances, including but not limited
to withdrawal of the SOR and trans-
mittal to the Director for notification
of the DISCO for appropriate action.

7. If the applicant has not requested
a hearing with his or her answer to the
SOR and Department Counsel has not
requested a hearing within 20 days of
receipt of the applicant’s answer, the
case shall be assigned to an Adminis-
trative Judge for a clearance decision
based on the written record. Depart-
ment Counsel shall provide the appli-
cant with a copy of all relevant and
material information that could be ad-
duced at a hearing. The applicant shall
have 30 days from receipt of the infor-
mation in which to submit a documen-
tary response setting forth objections,
rebuttal, extenuation, mitigation, or
explanation, as appropriate.

8. If a hearing is requested by the ap-
plicant or Department Counsel, the
case shall be assigned to an Adminis-
trative Judge for a clearance decision
based on the hearing record. Following
issuance of a notice of hearing by the
Administrative Judge, or designee, the
applicant shall appear in person with
or without counsel or a personal rep-
resentative at a time and place des-
ignated by the notice of hearing. The
applicant shall have a reasonable time
to prepare his or her case. The appli-
cant shall be notified at least 15 days



678

32 CFR Ch. I (7–1–97 Edition)Pt. 155, App. A

in advance of the time and place of the
hearing, which generally shall be held
at a location in the United States with-
in a metropolitan area near the appli-
cant’s place of employment or resi-
dence. A continuance may be granted
by the Administrative Judge only for
good cause. Hearings may be held out-
side of the United States in NATO
cases, or in other cases upon a finding
of good cause by the Director, DOHA,
or designee.

9. The Administrative Judge may re-
quire a prehearing conference.

10. The Administrative Judge may
rule on questions of procedure, discov-
ery, and evidence and shall conduct all
proceedings in a fair, timely, and or-
derly manner.

11. Discovery by the applicant is lim-
ited to non-privileged documents and
materials subject to control by the
DOHA. Discovery by Department Coun-
sel after issuance of an SOR may be
granted by the Administrative Judge
only upon a showing of good cause.

12. A hearing shall be open except
when the applicant requests that it be
closed, or when the Administrative
Judge determines that there is a need
to protect classified information or
there is other good cause for keeping
the proceeding closed. No inference
shall be drawn as to the merits of a
case on the basis of a request that the
hearing be closed.

13. As far in advance as practical, De-
partment Counsel and the applicant
shall serve one another with a copy of
any pleading, proposed documentary
evidence, or other written communica-
tion to be submitted to the Adminis-
trative Judge.

14. Department Counsel is responsible
for presenting witnesses and other evi-
dence to establish facts alleged in the
SOR that have been controverted.

15. The applicant is responsible for
presenting witnesses and other evi-
dence to rebut, explain, extenuate, or
mitigate facts admitted by the appli-
cant or proven by Department Counsel,
and has the ultimate burden of persua-
sion as to obtaining a favorable clear-
ance decision.

16. Witnesses shall be subject to
cross-examination.

17. The SOR may be amended at the
hearing by the Administrative Judge

on his or her own motion, or upon mo-
tion by Department Counsel or the ap-
plicant, so as to render it in conform-
ity with the evidence admitted or for
other good cause. When such amend-
ments are made, the Administrative
Judge may grant either party’s request
for such additional time as the Admin-
istrative Judge may deem appropriate
for further preparation or other good
cause.

18. The Administrative Judge hearing
the case shall notify the applicant and
all witnesses testifying that 18 U.S.C.
1001 is applicable.

19. The Federal Rules of Evidence (28
U.S.C. 101 et seq.) shall serve as a guide.
Relevant and material evidence may be
received subject to rebuttal, and tech-
nical rules of evidence may be relaxed,
except as otherwise provided herein, to
permit the development of a full and
complete record.

20. Official records or evidence com-
piled or created in the regular course of
business, other than DoD personnel
background reports of investigation
(ROI), may be received and considered
by the Administrative Judge without
authenticating witnesses, provided
that such information has been fur-
nished by an investigative agency pur-
suant to its responsibilities in connec-
tion with assisting the Secretary of De-
fense, or the Department or Agency
head concerned, to safeguard classified
information within industry under to
E.O. 10865, as amended. An ROI may be
received with an authenticating wit-
ness provided it is otherwise admissible
under the Federal Rules of Evidence (28
U.S.C. 101 et seq.).

21. Records that cannot be inspected
by the applicant because they are clas-
sified may be received and considered
by the Administrative Judge, provided
the GC, DoD, has:

a. Made a preliminary determination
that such evidence appears to be rel-
evant and material.

b. Determined that failure to receive
and consider such evidence would be
substantially harmful to the national
security.

22. A written or oral statement ad-
verse to the applicant on a con-
troverted issue may be received and
considered by the Administrative
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Judge without affording an oppor-
tunity to cross-examine the person
making the statement orally, or in
writing when justified by the cir-
cumstances, only in either of the fol-
lowing circumstances:

a. If the head of the Department or
Agency supplying the statement cer-
tifies that the person who furnished
the information is a confidential in-
formant who has been engaged in ob-
taining intelligence information for
the Government and that disclosure of
his or her identity would be substan-
tially harmful to the national interest;
or

b. If the GC, DoD, has determined the
statement concerned appears to be rel-
evant, material, and reliable; failure to
receive and consider the statement
would be substantially harmful to the
national security; and the person who
furnished the information cannot ap-
pear to testify due to the following:

(1) Death, severe illness, or similar
cause, in which case the identity of the
person and the information to be con-
sidered shall be made available to the
applicant; or

(2) Some other cause determined by
the Secretary of Defense, or when ap-
propriate by the Department or Agency
head, to be good and sufficient.

23. Whenever evidence is received
under item 21. or 22., the applicant
shall be furnished with as comprehen-
sive and detailed a summary of the in-
formation as the national security per-
mits. The Administrative Judge and
Appeal Board may make a clearance
decision either favorable or unfavor-
able to the applicant based on such evi-
dence after giving appropriate consid-
eration to the fact that the applicant
did not have an opportunity to
confront such evidence, but any final
determination adverse to the applicant
shall be made only by the Secretary of
Defense, or the Department or Agency
head, based on a personal review of the
case record.

24. A verbatim transcript shall be
made of the hearing. The applicant
shall be furnished one copy of the tran-
script, less the exhibits, without cost.

25. The Administrative Judge shall
make a written clearance decision in a
timely manner setting forth pertinent
findings of fact, policies, and conclu-

sions as to the allegations in the SOR,
and whether it is clearly consistent
with the national interest to grant or
continue a security clearance for the
applicant. The applicant and Depart-
ment Counsel shall each be provided a
copy of the clearance decision. In cases
in which evidence is received under
items 21. and 22., the Administrative
Judge’s written clearance decision may
require deletions in the interest of na-
tional security.

26. If the Administrative Judge de-
cides that it is clearly consistent with
the national interest for the applicant
to be granted or to retain a security
clearance, the DISCO shall be so noti-
fied by the Director, DOHA, or des-
ignee, when the clearance decision be-
comes final in accordance with item
36., below.

27. If the Administrative Judge de-
cides that it is not clearly consistent
with the national interest for the ap-
plicant to be granted or to retain a se-
curity clearance, the Director, DOHA,
or designee, shall expeditiously notify
the DISCO, which shall in turn notify
the applicant’s employer of the denial
or revocation of the applicant’s secu-
rity clearance. The letter forwarding
the Administrative Judge’s clearance
decision to the applicant shall advise
the applicant that these actions are
being taken, and that the applicant
may appeal the Administrative Judge’s
clearance decision.

28. The applicant or Department
Counsel may appeal the Administrative
Judge’s clearance decision by filing a
written notice of appeal with the Ap-
peal Board within 15 days after the
date of the Administrative Judge’s
clearance decision. A notice of appeal
received after 15 days from the date of
the clearance decision shall not be ac-
cepted by the Appeal Board, or des-
ignated Board Member, except for good
cause. A notice of cross appeal may be
filed with the Appeal Board within 10
days of receipt of the notice of appeal.
An untimely cross appeal shall not be
accepted by the Appeal Board, or des-
ignated Board Member, except for good
cause.

29. Upon receipt of a notice of appeal,
the Appeal Board shall be provided the
case record. No new evidence shall be
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received or considered by the Appeal
Board.

30. After filing a timely notice of ap-
peal, a written appeal brief must be re-
ceived by the Appeal Board within 45
days from the date of the Administra-
tive Judge’s clearance decision. The
appeal brief must state the specific
issue or issues being raised, and cite
specific portions of the case record sup-
porting any alleged error. A written
reply brief, if any, must be filed within
20 days from receipt of the appeal brief.
A copy of any brief filed must be served
upon the applicant or Department
Counsel, as appropriate.

31. Requests for extension of time for
submission of briefs may be submitted
to the Appeal Board or designated
Board Member.

A copy of any request for extension
of time must be served on the opposing
party at the time of submission. The
Appeal Board, or designated Board
Member, shall be responsible for con-
trolling the Appeal Board’s docket, and
may enter an order dismissing an ap-
peal in an appropriate case or vacate
such an order upon a showing of good
cause.

32. The Appeal Board shall address
the material issues raised by the par-
ties to determine whether harmful
error occurred. Its scope of review shall
be to determine whether or not:

a. The Administrative Judge’s find-
ings of fact are supported by such rel-
evant evidence as a reasonable mind
might accept as adequate to support a
conclusion in light of all the contrary
evidence in the same record. In making
this review, the Appeal Board shall
give deference to the credibility deter-
minations of the Administrative Judge;

b. The Administrative Judge adhered
to the procedures required by E.O.
10865, as amended and this part; or

c. The Administrative Judge’s rul-
ings or conclusions are arbitrary, ca-
pricious, or contrary to law.

33. The Appeal Board shall issue a
written clearance decision addressing
the material issues raised on appeal.
The Appeal Board shall have authority
to:

a. Affirm the decision of the Admin-
istrative Judge;

b. Remand the case to an Adminis-
trative Judge to correct identified

error. If the case is remanded, the Ap-
peal Board shall specify the action to
be taken on remand; or

c. Reverse the decision of the Admin-
istrative Judge if correction of identi-
fied error mandates such action.

34. A copy of the Appeal Board’s writ-
ten clearance decision shall be pro-
vided to the parties. In cases in which
evidence was received under items 21.
and 22., the Appeal Board’s clearance
decision may require deletions in the
interest of national security.

35. Upon remand, the case file shall
be assigned to an Administrative Judge
for correction of error(s) in accordance
with the Appeal Board’s clearance deci-
sion. The assigned Administrative
Judge shall make a new clearance deci-
sion in the case after correcting the
error(s) identified by the Appeal Board.
The Administrative Judge’s clearance
decision after remand shall be provided
to the parties. The clearance decision
after remand may be appealed pursuant
to items 28. to 35.

36. A clearance decision shall be con-
sidered final when:

a. A security clearance is granted or
continued pursuant to item 2.;

b. No timely notice of appeal is filed;
c. No timely appeal brief is filed after

a notice of appeal has been filed;
d. The appeal has been withdrawn;
e. When the Appeal Board affirms or

reverses an Administrative Judge’s
clearance decision; or

f. When a decision has been made by
the Secretary of Defense, or the De-
partment or Agency head, under item
23.

The Director, DOHA, or designee,
shall notify the DISCO of all final
clearance decisions.

37. An applicant whose security
clearance has been finally denied or re-
voked by the DOHA is barred from re-
application for 1 year from the date of
the initial unfavorable clearance deci-
sion.

38. A reapplication for a security
clearance must be made initially by
the applicant’s employer to the DISCO
and is subject to the same processing
requirements as those for a new secu-
rity clearance application. The appli-
cant shall thereafter be advised he is
responsible for providing the Director,
DOHA, with a copy of any adverse
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clearance decision together with evi-
dence that circumstances or conditions
previously found against the applicant
have been rectified or sufficiently miti-
gated to warrant reconsideration.

39. If the Director, DOHA, determines
that reconsideration is warranted, the
case shall be subject to this part for
making a clearance decision.

40. If the Director, DOHA, determines
that reconsideration is not warranted,
the DOHA shall notify the applicant of
this decision. Such a decision is final
and bars further reapplication for an
additional one year period from the
date of the decision rejecting the appli-
cation.

41. Nothing in this part is intended to
give an applicant reapplying for a secu-
rity clearance any greater rights than
those applicable to any other applicant
under this part.

42. An applicant may file a written
petition, under oath or affirmation, for
reimbursement of loss of earnings re-
sulting from the suspension, revoca-
tion, or denial of his or her security
clearance. The petition for reimburse-
ment must include as an attachment
the favorable clearance decision and
documentation supporting the reim-
bursement claim. The Director, DOHA,
or designee, may in his or her discre-
tion require additional information
from the petitioner.

43. Claims for reimbursement must
be filed with the Director, DOHA, or
designee, within 1 year after the date
the security clearance is granted. De-
partment Counsel generally shall file a
response within 60 days after receipt of
applicant’s petition for reimbursement
and provide a copy thereof to the appli-
cant.

44. Reimbursement is authorized only
if the applicant demonstrates by clear
and convincing evidence to the Direc-
tor, DOHA, that all of the following
conditions are met:

a. The suspension, denial, or revoca-
tion was the primary cause of the
claimed pecuniary loss; and

b. The suspension, denial, or revoca-
tion was due to gross negligence of the
Department of Defense at the time the
action was taken, and not in any way
by the applicant’s failure or refusal to
cooperate.

45. The amount of reimbursement
shall not exceed the difference between
the earnings of the applicant at the
time of the suspension, revocation, or
denial and the applicant’s interim
earnings, and further shall be subject
to reasonable efforts on the part of the
applicant to mitigate any loss of earn-
ings. No reimbursement shall be al-
lowed for any period of undue delay re-
sulting from the applicant’s acts or
failure to act. Reimbursement is not
authorized for loss of merit raises and
general increases, loss of employment
opportunities, counsel’s fees, or other
costs relating to proceedings under this
part.

46. Claims approved by the Director,
DOHA, shall be forwarded to the De-
partment or Agency concerned for pay-
ment. Any payment made in response
to a claim for reimbursement shall be
in full satisfaction of any further claim
against the United States or any Fed-
eral Department or Agency, or any of
its officers or employees.

47. Clearance decisions issued by Ad-
ministrative Judges and the Appeal
Board shall be indexed and made avail-
able in redacted form to the public.

[57 FR 5383, Feb. 14, 1992, as amended at 59
FR 35464, July 12, 1994; 59 FR 48565, Sept. 22,
1994]
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AUTHORITY: 50 U.S.C. 781.

SOURCE: 58 FR 42855, Aug. 12, 1993, unless
otherwise noted.

§ 156.1 Purpose.

This part:
(a) Updates the policy and respon-

sibilities for the DoDPSP under Pub. L.
81–832; E.O. 10450, 18 FR 2489, 3 CFR,
1949–1953 Comp., p. 936; E.O. 10865, 25 FR
1583, 3 CFR, 1959–1963 Comp., p. 398; E.O.
12333, 46 FR 59941, 3 CFR, 1981 Comp.,
p.200; and E.O. 12356, 47 FR 14874 and
15557, 3 CFR 1982 Comp., p. 166.
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